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relevant and necessary to make a re-
lease determination as to qualifica-
tions, eligibility, or suitability for Fed-
eral employment, and was obtained by
providing an express or implied prom-
ise to the source that his or her iden-
tity would not be revealed to the sub-
ject of the record.

(k) System Identifier and Name: N05354—
1, Equal Opportunity Information Man-
agement System.

Exemption: Portions of this system of
records are exempt from the following
subsections of the Privacy Act: (c)(3),
(d), (e)(4)(G) through (1), and (f).

Authority: 5 U.S.C. 552a(k)(1) and (5).

Reasons: Granting access to informa-
tion in this system of records could re-
sult in the disclosure of classified ma-
terial, or reveal the identity of a
source who furnished information to
the Government under an express or
implied promise of confidentiality. Ma-
terial will be screened to permit access
to unclassified material and to infor-
mation that will not disclose the iden-
tity of a confidential source.

(I) System Identifier and Name: N05520-
1, Personnel Security Eligibility Infor-
mation System.

Exemption: Portions of this system of
records are exempt from the following
subsections of the Privacy Act: (c)(3),
(d), (&)(4)(G) and (1), and (f).

Authority: 5 U.S.C. 552a(k) (1), (2), (5),
and (7).

Reasons: Granting individuals access
to information collected and main-
tained in this system of records could
interfere with orderly investigations;
result in the disclosure of classified
material; jeopardize the safety of in-
formants, witnesses, and their families;
disclose investigative techniques; and
result in the invasion of privacy of in-
dividuals only incidentally related to
an investigation. Material will be
screened to permit access to unclassi-
fied information that will not disclose
the identity of sources who provide the
information to the government under
an express or implied promise of con-
fidentiality.

(m) System Identifier and Name:
NO05520-4, NIS Investigative Files Sys-
tem.

Exemption (1): Portions of this system
of records are exempt from the follow-
ing subsections of the Privacy Act:

§701.118

©)(3), (©)@), (d), (&)(2). (©)(3). (e)(4)(G)
through (1), (e)(5), (e)(8), (f), and ().

Authority (1): 5 U.S.C. 552a(j)(2).

Reason (1): Granting individuals ac-
cess to information collected and
maintained by this activity relating to
the enforcement of criminal laws could
interfere with the orderly investiga-
tions, with the orderly administration
of justice, and possibly enable suspects
to avoid detection or apprehension.
Disclosure of this information could re-
sult in the concealment, destruction,
or fabrication of evidence, and jeopard-
ize the safety and well-being of inform-
ants, witnesses and their families, and
law enforcement personnel and their
families. Disclosure of this information
could also reveal and render ineffectual
investigative techniques, sources, and
methods used by these components and
could result in the invasion of the pri-
vacy of individuals only incidentally
related to an investigation. The exemp-
tion of the individual’s right of access
to portions of these records, and the
reasons therefor, necessitate the ex-
emption of this system of records from
the requirement of the other cited pro-
visions.

Exemption (2): Portions of this system
of records are exempt from the follow-
ing subsections of the Privacy Act:

(©@), (d), (e)1), (e)(4)(G) through (1),
and (f).

Authority (2): 5 U.S.C. 552a(k) (1), (3),
(4), (5) and (6).

Reason (2): The release of disclosure
accountings would permit the subject
of an investigation to obtain valuable
information concerning the nature of
that investigation, and the information
contained, or the identity of witnesses
or informants, would therefor present a
serious impediment to law enforce-
ment. In addition, disclosure of the ac-
counting would amount to notice to
the individual of the existence of a
record. Access to the records contained
in this system would inform the sub-
ject of the existence of material com-
piled for law enforcement purposes, the
premature release of which could pre-
vent the successful completion of in-
vestigation, and lead to the improper
influencing of witnesses, the destruc-
tion of records, or the fabrication of
testimony. Exempt portions of this
system also contain information that
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